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1
Discussion

Void.

checks existing solutions wrt S8 Home Routing in case of Non 3GPP access . This contribution claims to show some of the issues. It does not claim to solve all the issues related with N3GPP access.
+ adds to 6.3.3: The solution requires modification to IMS signalling as it requires putting location Information about the local UE in the REGISTER related signalling sent back to towards this UE
Background information 

Extract from 24.229 § 4.2.2 Support of numbers in non-international format in the IMS
The P‑CSCF shall route the session towards the S‑CSCF as per the session origination procedures.


Processing the Request URI (e.g. address analysis and potential modification such as translation into globally routable format, e.g. a globally routable PSI) shall be performed by an Application Server in the subscriber's Home Network. The S‑CSCF routes the SIP request towards this Home Network Application Server based upon filter criteria which are triggered by the information in the 'local indication' received from the UE. The AS may need to identify the visited access network, e.g. from information in SIP signalling or via the Sh interface.


When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) is in use, and the Home Network decides to loop-back the call to the visited network, and when the indication is received that the number is in accordance with the visited network numbering plan the Home network can choose to not translate numbers in non-international format, and pass on the non-international number as received, to the VPLMN.

Extract from 24.229 § 5.1.2A.1.5
Setting the "phone-context" tel URI parameter
When the UE uses home-local number, the UE shall include in the "phone-context" tel URI parameter the home domain name in accordance with RFC 3966 [22].

When the UE uses geo-local number, the UE shall:

-
if access technology information available to the UE (i.e., the UE can insert P-Access-Network-Info header field into the request), include the access technology information in the "phone-context" tel URI parameter according to RFC 3966 [22] as defined in subclause 7.2A.10; and

-
if access technology information is not available to the UE (i.e., the UE cannot insert P-Access-Network-Info header field into the request), include in the "phone-context" tel URI parameter the home domain name prefixed by the "geo-local." string according to RFC 3966 [22] as defined in subclause 7.2A.10.

When the UE uses other local numbers, than geo-local number or home local numbers, e.g. private numbers that are different from home-local number or the UE is unable to determine the type of the dialled number, the UE shall include a "phone-context" tel URI parameter set according to RFC 3966 [22], e.g. if private numbers are used a domain name to which the private addressing plan is associated. The "phone-context" value used in the case of other local numbers shall be different from "phone-context" values used with geo-local numbers and home-local numbers.
2
Proposal

It is proposed to modify TR 23.749 as follows
6.X
Solution #X: Analysis of location determination in case of different access types (3GPP, TWAN, UWAN) 

6.X.1
Description of the solution
This “solution” refers to Key Issue 5 – S8 Home Routing in case of Non 3GPP access.  It analyses how location determination can work in case of different access types (3GPP, TWAN, UWAN). It intends to be a complement of other solutions
6.X.2
Analysis of Transfer of location related information in SIP signalling in case of different access types (3GPP, TWAN, UWAN)
Some solutions rely on the P-CSCF getting ANI from the PCRF and using this information to build NPLI (Network Provided Location Information) and/or P-Visited-Network-ID sent in sip signalling towards the S-CSCF / AS. The information the P-CSCF may get depends on the access where the UE is camping.
This is the case of at least  the solution 2,  6 and 7.
This analysis applies in both LBO and HR deployments.
When the UE is camping on: 

· A 3GPP access: the information that may be received by the P-CSCF over Rx (ANI based on Netloc) and that may be sent in the SIP signalling refers to the PLMN Id of the local PLMN where the UE is camping. This information may e.g. be used by the AS to identity the context to use to route or translate a geo-local number.

· A TWAN access:  the information that may be received by the P-CSCF over Rx (ANI based on Netloc) and that may be sent as part the SIP signalling identifies the local country (PLMN ID or TWAN Operator Name within the TWAN Id). This information may e.g. be used by the AS to identity the context to use to route or translate a geo-local number.

· An ePDG of the VPLMN:  the information that may be received by the P-CSCF over Rx (ANI based on Netloc) and that may be sent as part of the SIP signalling can identify the local country when the Serving Network Identifier  (“the serving core network operator ID provided by the MME, S4-SGSN or ePDG”) is added  as part of ANI (i.e. when the Serving Network Identifier is always provided as part of ANI regardless of whether other information such as the outer IP address of the UE is provided). When in case of UWAN access the Serving Network Identifier refers to a different country than the HPLMN, the IMS entities can deduce that the UE is in a roaming situation. 
· An ePDG of the HPLMN:  in that case the Serving Network Identifier received from the PCRF is of little use as it identifies the HPLMN while the UE may actually be located in another country. More information is needed e.g. leveraging the outer IP address of the UE.
Editor's note:
It is FFS how to solve the case of an ePDG of the HPLMN
· NOTE: 
In case of an UE using a PDN connection in NBIFOM, it is assumed that at least the location information on 3GPP access is provided.
6.X.3
Analysis of location retrieval via Sh in case of different access types (3GPP, TWAN, UWAN)
Editor's note:
FFS 

Currently, the information the HSS can get when the UE is using: 

· A 3GPP access: Visited-PLMN-Id (in ULR) or EPS-Location-Information (in IDA). This may be leveraged to determine whether the user is actually roaming. 
· A WLAN access: No information on the serving network is currently sent from 3GPP AAA server to the HSS over SWx as part of  SWx Non-3GPP IP Access Registration request. The HSS can issue over SWx a Request of identity and location information of the access network and/or UE local time zone. In the TWAN case the TWAN ID may be reported that can be used to identify whether the UE is roaming . In UWAN case nothing has been defined so far but it may happen that the only location information that can be reported is the outer IP address of the UE
{ Visited-PLMN-Id
6.X.4
Analysis of location retrieval via HSS in case of different access types (3GPP, TWAN, UWAN)
Editor's note:
FFS 

This section is related with solutions (like solution 3) where the HSS is assumed to manage location information without having been triggered by an AS (over Sh) 
· * * * * Next Change * * * *
6.2
Solution #2: Local Number Translation
6.2.1
Description of the solution
This is a solution for: 
-
Key Issue 4 - Local Number Translation and Routing
The P-CSCF will follow the procedure as described in 23.228 [8] and forward the request to the S-CSCF, which will forward the request further to an AS to resolve the local number and translates it into a global format in the AS. 
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Figure 6.2.1-1: Detection of Local Numbers
1.
The UE registers to IMS.

2.
The UE sends a SIP INVITE with a local short number of the VPLMN and an UPLI (UE Provided Location Information) in PANI.

3.
According to current procedure in TS 23.228 the P-CSCF forwards the INVITE to the S-CSCF. When it detects that the INVITE from the UE is targeting a geo-local number, the P-CSCF may add a PANI/NPLI based on Access Network Information retrieved from the PCRF.
NOTE 1: 
Refer to § 6.X.2 for an analysis of the information that the P-CSCF may get from PCC depending on the access type for the UE
4.
According to the procedure in TS 23.228 [8], clause 4.2.2, the S-CSCF routes the request to the AS.

5.
The AS may need to identify the visited access network, e.g. from information in SIP signalling or via the Sh interface (when Sh based Netloc applies).
NOTE 2: 
Refer to § 6.X.3 for an analysis of location retrieval via Sh in case of different access types (3GPP, TWAN, UWAN)
NOTE:
Based on the required granularity, Netloc should provide the appropriate level of information.

The AS translates the local number into a globally routable format or forwards the received invite towards a sip routing entity in the visited country..
NOTE 3:
It seems questionable that an AS in a HPLMN (Uruguay) would have to know how to translate local numbers in another country (e.g. China). Thus It should be possible that based on IMS routing agreements, AS can have the INVITE forwarded back to the local country without translation needed in HPLMN. This may need to add some UE location information in the signalling sent by the HPLMN towards the destination. This feature would apply in both LBO and HR deployments..
6.2.2
Impacts on existing nodes and functionality
Editor's note:
Capture impacts on existing 3GPP nodes and Functional elements (e.g. UE, MME, eNB, S-GW, P-GW, P-CSCF etc.).
6.2.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
.
* * * * Next Change * * * *
6.3
Solution #3: Determination of PLMN-ID via HSS interaction
6.3.1
Description

This solution is related to Key Issue #3 - Determination of the ID of the visited PLMN at IMS Entities in HPLMN. 

This solution assumes that it is used in the normal successful IMS registration and PDN connection in VPLMN.
This solution is basically using Cx and Sh interface, to get the ID of VPLMN that is serving the UE. During the location update of Attach/PDN connection establishment, HSS stores VPLMN-ID based on location information of an UE. Then at the IMS registration time, S-CSCF obtains the PLMN-ID from HSS via Cx interface, and forwards this information to P-CSCF via I-CSCF. Existing IMS mechanisms are used to propagate this information to TAS in the HPLMN via Sh interface.
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Figure 6.3.1-1: IMS registration in case of S8 Home routed roaming

0.
The UE performs normal EPS attach and the UE updates its location information to the HSS (by sending ULR including Visited-PLMN-Id). The HSS stores the ID of VPLMN that is serving the UE.

1.
The UE performs an IMS registration..

2-4.
The steps for IMS registration are progressed. The I-CSCF adds the HPLMN ID in the step 3. In the step 3, the HSS indicates whether the user is allowed to register, by comparing VPLMN ID stored in step 0 and the preconfigured PLMN IDs allowing IMS roaming registration. HSS also needs to further differentiate between the registrations from S8HR or LBO architectures.

NOTE:
The decisions on Lawful Interception in P-CSCF and S-CSCF are delayed until VPLMN ID is available.

5.
The S-CSCF obtains the PLMN-ID for the UE from the HSS via Cx interface. HSS needs to implement the new procedure above for IMS roaming registration check.
Editor’s Note: How can the HSS identify that the user is roaming in case of Non 3GPP access (especially in case of usage of an ePDG in HPLMN) is FFS. No information on the serving network is currently sent from 3GPP AAA server to the HSS over SWx as part of  SWx Non-3GPP IP Access Registration request. The identity of the 3GPP AAA server cannot help as it is always located in the HPLMN. The identity of the PDN GW cannot help in case of S8Hr (located on HPLMN while the UE may be in another country).
6-7.
The S-CSCF forwards the PLMN-ID which is obtained from HSS to the P-CSCF via I-CSCF. The P-CSCF stores this PLMN-ID for future uses. After IMS registration, the P-CSCF can handle non UE detectable IMS emergency session establishment based on this PLMN-ID and pre-configuration information, in order to resolve key issue #2.

8.
The P-CSCF sends IMS registration response message to the UE. The VPLMN ID is not included in this step.

9-11.
TAS can obtain VPLMN ID from HSS using the existing IMS mechanism and Sh interface.

6.3.2
Impacts on existing nodes and functionality
HSS informs IMS entities of the ID of the visited PLMN via Cx/Sh interface.
I/S-CSCF forwards the ID of the visited PLMN, which is obtained from HSS, to P-CSCF, and the P-CSCF stores this PLMN ID. HSS needs to implement the new procedure above for IMS roaming registration check.
Editor’s Note: How can the HSS identify that the user is roaming in case of Non 3GPP access (especially in case of usage of an ePDG in HPLMN) is FFS.

6.3.3
Solution Evaluation

There is no additional signalling overhead comparing with the existing IMS registration.
It doesn't need additional signalling to get the VPLMN ID. The solution requires modification to IMS signalling as it requires putting location Information of the local UE in the REGISTER related signalling sent back to in the direction towards the UE. 

* * * * Next Change * * * *
6.4
Solution #4: IMS emergency session with prior IMS registration failure
6.4.1
Description
6.4.1.1
General

This solution addresses key issue 1 ("How to make UE-detected IMS emergency session successful").

In this solution the network is able to skip the IMS-level authentication with sufficient confidence based on the fact that the UE has been successfully authenticated at EPS level, the callback number retrieved via the PCRF serving as a "soft" proof. This is similar to GIBA (GPRS-IMS Bundled Authentication; see TS 33.203 [12]) where the IP address assigned at GPRS level (and retrieved by the IMS from the HSS) is used as a "soft" proof that the UE has been successfully authenticated at GPRS level, allowing the IMS to proceed without authenticating the UE at IMS-level.

This solution proposes to provision a PSAP callback number via the PCRF in the VPLMN (located between the P-CSCF in the VPLMN and the PGW in the VPLMN).

NOTE 1:
The PSAP call back functionality is not changed. Only the retrieval of PSAP callback number is different.

In this solution the UE attempts an IMS emergency session as "anonymous user", typically as a follow-up to an IMS registration failure.

NOTE 2:
SA WG3 needs to review the security aspects of this solution.
6.4.1.2
Solution description

The call flow is Figure 6.4.1.2-1 illustrates the solution for UE authentication with prior IMS registration failure, followed by a subsequent IMS emergency session attempt as "anonymous user".
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Figure 6.4.1.2-1: UE authentication with prior IMS registration failure)

1.
UE sends an ATTACH REQUEST or PDN CONNECTIVITY REQUEST message to the network in order to establish a PDN connection for IMS emergency services.

2.
MME interacts with the HSS over the S6a interface in order to authenticate the UE. In the process the MME fetches information from the user's subscription profile stored in the HSS, including a User ID / PSAP callback number (CallBack#). The User ID / CallBack# is needed only for inbound roamers. There are two options for requesting it: a) either the MME explicitly requests the inclusion of User ID / CallBack# in the S6a response, or b) the HSS knows by configuration to always include the User ID / CallBack# when the request comes from a specific VPLMN.

NOTE 1:
In the case of UE requested PDN connectivity today there is no interaction with the HSS. There are two alternatives to address this case: a) either the User ID / CallBack# was obtained from the HSS upon Attach (which means that the signalling of User ID / CallBack# is provided systematically), or 2) MME interacts with the HSS specifically to request a User ID / CallBack# (new S6a procedure) when the PDN connection for emergency services is requested by an inbound roamer.

3.
MME sends a [S11] [S5] Create Session Request towards the PGW including User ID / CallBack#.

4.
PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 [7] and TS 23.203 [11]. The IP-CAN session is identified with UE's IPv4 address of IPv6 prefix associated with the PDN connection for IMS emergency services. User ID / CallBack# is passed to the PCRF as part of the IP-CAN session establishment.

5.
UE completes the Attach or UE requested PDN connection procedure.

6.
UE next attempts IMS registration for emergency services, however, the attempt fails due to the absence of SIP-based NNI between the VPLMN and the HPLMN.

NOTE 2:
In order to incite the UE to attempt an unauthenticated IMS emergency session, the P-CSCF may include an explicit cause (e.g. a "reason phrase" in IETF RFC 3261) in the SIP 4xx failure response message. Alternatively, an existing client failure response code may be used (e.g. 488 Not Acceptable Here) that in the context of IMS emergency registration is interpreted as invitation to proceed with unauthenticated IMS emergency session.

7.
UE then attempts an unauthenticated IMS emergency session including an "anonymous user" parameter in the SIP INVITE message.

8.
P-CSCF intercepts the SIP INVITE message and contacts the PCRF for establishment of an Rx session. Despite the fact that the IMS registration for emergency services has failed, the PCRF is able to perform session binding based on the UE's IP address/prefix (see TS 23.203 [11] clause 6.1.1.2). Specifically, the P-CSCF uses the UE IPv4 address or IPv6 prefix from the IP packet carrying the SIP INVITE message (cf. according to TS 24.229 [10] clause 5.1.6.8.2 the IP address is included in the Contact header field of the SIP INVITE request) and includes it as the Framed-IP-Address AVP (and optionally an IP-Domain-Id value) or Framed-Ipv6-Prefix AVP in the initial [Diameter] AA-Request message as specified in TS 29.214. The PCRF retrieves the information that it has received upon IP-CAN session establishment in step 4 and returns the User ID / CallBack# parameter to the P-CSCF.

Editor's note:
It is FFS how to prevent IMS emergency calls from a UE containing a USIM for data-only subscription.

9.
P-CSCF forwards the SIP INVITE towards the PSAP including a user identifier and a callback parameter (CallBackPar) derived from the User ID / CallBack# parameter.
After termination of the IMS emergency session, the PDN connection for IMS emergency session is also released. This release clears all information in the network related to the PDN connection for IMS emergency services, and, notably, it clears the CallBack# from the PCRF and the P-CSCF. At some later time the PSAP may decide to call the UE using the callback number provided as described in Figure 6.4.1.2-1.

Note that the procedure described in Figure 6.4.1.2-1 has no UE impact apart from the proposal captured in note 2.

6.4.2
Impacts on existing nodes and functionality
It is expected that the User ID / Callback# parameter will correspond to the user's MSISDN. Note that the MSISDN is already fetched from the HSS and pushed into the PGW as described for CallBack# in Figure 6.4.1.2-1. Therefore, in some deployment scenarios (e.g. where the VPLMN knows by configuration that the MSISDN of inbound roamers from specific HPLMN can safely be used as the PSAP callback number) the User ID / CallBack# parameter in steps 2 and 3 of Figure 6.4.1.2-1 does not need to be signalled as a separate parameter. Similar comment applies to step 4, as MSISDN is optionally signalled over Gx today.

If the User ID / CallBack# parameter fetched from the P-CSCF in step 7 is the MSISDN, the P-CSCF applies preconfigured rules to translate it into a TEL URI format.

If the MSISDN is used as the User ID / PSAP callback#, the impacted 3GPP nodes are the following:

-
PCRF needs to provide the MSISDN as the PSAP callback number over Rx when requested by the P-CSCF.

-
P-CSCF needs to retrieve a User ID / PSAP callback# for "anonymous user" from the PCRF.

If the MSISDN cannot be used as the User ID / PSAP callback#, the additional impact on 3GPP nodes is as follows:

-
HSS needs to provide a User ID / PSAP callback# over S6a (over SWx) when subscription information is requested by MME (3GPP AAA server).

-
MME needs to push the User ID / PSAP callback# in [S11] Create Session Request towards SGW.

-
SGW needs to push the User ID / PSAP callback# in [S5/S8] Create Session request towards PGW.

-
PGW needs to push the User ID / PSAP callback# via Gx into the PCRF.
-
The 3GPP AAA server needs to provide a User ID / PSAP callback# over SWm (over STa) when subscription information is requested by ePDG (TWAN).

-
TWAN/ePDG need to push the User ID / PSAP callback# in [S2a/S2b] Create Session Request towards the PGW (similar modifications than for the MME).

6.4.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
This solution can work on different accessed (3GPP, ePDG, TWAN).

* * * * Next Change * * * *
6.5
Solution #5: IMS emergency session without IMS registration failure
6.5.1
Description

6.5.1.1
General

This solution addresses key issue 1 ("How to make UE-detected IMS emergency session successful").

In this solution the network is able to skip the IMS-level authentication with sufficient confidence based on the fact that the UE has been successfully authenticated at EPS level, the identities number retrieved via the PCRF serving as a "soft" proof. This is similar to GIBA (GPRS-IMS Bundled Authentication; see TS 33.203 [12]) where the IP address assigned at GPRS level (and retrieved by the IMS from the HSS) is used as a "soft" proof that the UE has been successfully authenticated at GPRS level, allowing the IMS to proceed without authenticating the UE at IMS-level.

This solution proposes to provision a PSAP callback number via the PCRF in the VPLMN (located between the P-CSCF in the VPLMN and the PGW in the VPLMN).

NOTE 1:
The PSAP call back functionality is not changed. Only the retrieval of PSAP callback number is different.

In this solution the IMS network accepts the SIP REGISTER message without attempting to authenticate the UE, without creating a UE registration state in the VPLMN IMS, and  without impacting the UE registration state that the UE may have on a parallel non-emergency IMS PDN connection (i.e. the one with HPLMN IMS from S8HR).

NOTE 2:
SA WG3 needs to review the security aspects of this solution.
6.5.1.2
Solution description

The call flow for the case where IMS registration failure is avoided is described in Figure 6.5.1.2-1.
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Figure 6.5.1.2-1: IMS Emergency Session Establishment without IMS registration failure

1.
UE establishes a PDN connection for IMS emergency services.

2.
IMSI, IMSI-unauthenticated indicator (if available) and IMEI(SV) are retrieved from the UE. The MSISDN (if available) is provided by the HSS.

3.
MME sends a [S11] [S5] Create Session Request towards the PGW including the IMSI, the IMSI-unauthenticated indicator (if available), the IMEI(SV) and the MSISDN (if available).

4.
PGW establishes an IP-CAN session with the PCRF as described in TS 23.401 [7] and TS 23.203 [11]. The IP-CAN session is identified with UE's IPv4 address of IPv6 prefix associated with the PDN connection for IMS emergency services. The IMSI, the IMSI-unauthenticated indicator (if available), the IMEI(SV) and the MSISDN (if available) are passed to the PCRF as part of the IP-CAN session establishment.

5.
UE completes the Attach or UE requested PDN connection procedure.


Up to here the procedure is identical with the existing PS domain emergency PDN and Attach handling, except that the IMSI-unauthenticated indicator is not available on Gx. Also the PCC may need some clarification in specifications as it seems that the sending of MSISDN over Gx is not mandatory.

Steps 6-12 apply in case the UE performs IMS Emergency Registration, based on conditions specified in TS 23.167 [9], e.g. UE is aware that it has sufficient IMS authentication material.
6.
UE initiates IMS emergency registration by sending a SIP REGISTER (UserID-1) message. The UserID-1 parameter is an IMPI and optionally an IMPU.

7a.
Upon reception of the SIP REGISTER message the P-CSCF contacts the PCRF for establishment of an Rx session. Based on configuration (e.g. only when serving emergency calls from S8HR inbound roamers that have no NNI for emergency registration, which is determined by analysing the UserID-1 parameter in the SIP REGISTER message) the P-CSCF decides to accept the SIP REGISTER message without attempting to authenticate the UE with HPLMN IMS. The P-CSCF includes an explicit request for EPS-level identities (e.g. IMSI, IMEI(SV), MSISDN) in the Rx request.

7b.
The PCRF is able to perform session binding based on the UE's IP address/prefix (see TS 23.203 [11] clause 6.1.1.2) and provides the information that it has received upon IP-CAN session establishment in step 4. I.e. as part of the Rx session establishment the one or more EPS-level identities and the MSISDN (if available) are returned to the P-CSCF.

NOTE 1:
A UE equipped with a UICC without any IMS credentials (but with valid PS credentials), initiates emergency IMS registration deriving IMS parameters from USIM (refer to TS 24.229 [10] annex C.2).
8.
The P-CSCF responds with a 420 response with sec-agree value listed in the unsupported header field.

9.
UE then, according to TS 24.229 [10], performs a new initial registration by sending a SIP REGISTER (UserID-2, IMEI) message and without inclusion of the Authorization header field. UserID-2 is an IMPI derived from IMSI. P-CSCF may verify the IMSI/IMEI provided by the PCRF in step 7b against the IMSI/IMEI derived from the IMPI provided by the UE, prior to accepting the SIP REGISTER message.


The UE and the network must support GIBA to be able to perform the next step,

10.
P-CSCF accepts the registration with 200 OK and provides a tel-URI based on the MSISDN (if available) received from PCRF in step 7b to the UE in P-associated-URI header. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229 [10].

11.
UE then attempts an IMS emergency session by sending a SIP INVITE (UserID-3) message. UserID-3 is set to UE's public identity (i.e. MSISDN as Tel-URI received in step 10).

12.
The P-CSCF verifies whether the UserID-3 indicated in the SIP INVITE message complies with the tel-URI that was provided to the UE. If compliant, P-CSCF forwards the SIP INVITE towards the PSAP including a callback parameter (CallBackPar) in the form of TEL-URI derived from the MSISDN received in step 7.

6.5.2
Impacts on existing nodes and functionality
The impacted 3GPP nodes are the following:
P-CSCF:

-
If the same P-CSCF handles emergency calls for both LBO and S8HR roaming architecture, the P-CSCF needs to be configured to know with which VPLMNs S8HR roaming agreement is used.

-
P-CSCF needs to retrieve the IMSI/IMSI-unauthenticated indicator (if available)/IMEI and the MSISDN (if available) for an inbound roamer from the PCRF and accept the SIP REGISTER message without authenticating the user. with the HPLMN IMS. The P-CSCF may verify IMSI/IMEI in SIP register against the IMSI/IMEI provided by the PCRF.

PCRF:

-
PCRF needs to provide IMSI/IMSI-unauthenticated/IMEI over Rx to the P-CSCF.

-
PCRF needs to receive the IMSI-unauthenticated indicator (if available) over Gx.

PGW:

-
PGW must prevent "source IP spoofing", as required for GIBA authentication in TS 33.203 [12].

UE:
-
UE needs to support GIBA procedure defined in TS 24.229 [10]
If the MSISDN cannot be used as PSAP callback#, this solution requires modifications to the HSS / MME / SGW / / PGW / 3GPP AAA server / TWAN / ePDG in order to push the User ID / PSAP callback# in Create Session Request towards the PGW (similar modifications than for the solution 4).

6.5.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
This solution can work on different accessed (3GPP, ePDG, TWAN).

* * * * Next Change * * * *
6.6
Solution #6: P-CSCF query PLMN ID in IMS registration 
6.6.1
Description

The P-CSCF will retrieve the PLMN ID from PCRF when it receives the SIP Registration message. After getting the VPLMN ID, the P-CSCF can include the P-Access-Network-Info and P-Visited-Network-ID header in the SIP Register and forward.

When the UE attaches to the PLMN, the P-GW knows the PLMN ID information. And when the UE changes the PLMN, the P-GW also knows the new PLMN ID because of the S-GW is changed.
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Figure 6.6.1-1: P-CSCF obtaining PLMN-ID.
1.
The UE sends Register message to P-CSCF.

2.
The P-CSCF requests the PLMN-ID change to the H-PCRF.

3.
If the H-PCRF is subscribed to PLMN changes in the P-GW (PCEF), the PCRF provides the PLMN id to the P-CSCF and then step 7 applies.
NOTE 1: 
Which information can be provided by the PCRF depending on the access used by the UE is discussed in solution 6.X.2 .

4.
If the H-PCRF is not subscribed to PLMN change in the P-GW (PCEF), the PCRF subscribes to the P-GW (PCEF).
5.
The P-GW (PCEF) provides the PLMN id (MCC+MNC) and stores the event trigger to notify if PLMN id changes any changes.

6.
The H-PCRF provides the PLMN id to the P-CSCF.

NOTE 2: 
Refer to Note 1 .

7.
The P-CSCF may add the PLMN-ID to Register message and forwards the Register to I/S-CSCF.

8.
The P-CSCF sends an acknowledgement to PCRF.

The PCRF may unsubscribe to PLMN changes from the PCEF, if not needed any longer.
6.6.2
Impacts on existing nodes and functionality
P-CSCF retrieves the PLMN ID when it receives SIP Register message via a new PCC procedure.
The PCRF provides the PLMN-id to the P-CSCF.
6.6.3
Solution Evaluation

The advantage of this alternative is that the P-CSCF obtains the VPLMN id without any signalling in the core network, no impacts on Gx or S8 interfaces.

* * * * Next Change * * * *
6.7
Solution #7: P-CSCF query PLMN ID in IMS registration and session establishment
6.7.1
Description

In this solution, it assumes thatNetLoc has been deployed in the HPLMN. 
If there are VPLMN policies such as the ECGI is not provided to the PGW in a different PLMN,  According to the TS 23.203 [11], the PLMN ID is provided to PCRF.

Similar with the NetLoc in TS 23.228 [8] Annex R, the P-CSCF will retrieve the location information when it receives the SIP Registration message. After getting the VPLMN ID, the P-CSCF can include the P-Access-Network-Info and P-Visited-Network-ID header in the SIP Register and forward.
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Figure 6.7.1-1: P-CSCF obtaining VPLMN-ID in IMS Registration.
1.
The UE sends Register message to P-CSCF.

2.
The P-CSCF subscribes the access network information according to TS 23.228 [8] Annex R. The PCRF generates the PCC rule to activate ANI (access network information) retrieval from the PCEF (e.g. PCC rule for QCI =5 bearer). The location information, that the P-CSCF receives as part of ANI retrieval is defined in solution 6.X.2.  that At least in case of 3GPP access contains it contains the PLMN-Id of the network serving the UE for the access l. 
3. 
The P-CSCF adds the PLMN-ID to Register message and forwards to I/S-CSCF.

For the IMS session establishment, the NetLoc procedure initiated by P-CSCF in TS 23.228 [8] Annex R can retrieve the PLMN-ID.


6.7.2
Impacts on existing nodes and functionality
P-CSCF retrieves the visited PLMN ID when it receives SIP Register message via PCC procedure.

Editor's note:
The ECGI is not provided to HPLMN for S8HR. It is FFS how to achieve this.
6.7.3
Solution Evaluation

The advantage of this alternative is that it re-uses the existing mechanism. Whether adaptations are needed to support the non 3GPP access is further discussed in § 6.X.2
* * * * Next Change * * * *
6.8
Solution #8: Local number translation on AS
6.8.1
Description

This solution addresses key issue 4 (Local Number Translation and Routing) and fulfils the translation requirements described in clause 5.4.
Editor’s Note: How this solution differs from Solution 2 needs to be clarified
The translation of geo-local number is based on caller's geographical location information, which includes:

-
Country code: the code indicating the country where the call is initiated;

-
Geographical area code: the code indicating the area within the country, e.g. province code in China, where the call is initiated.

NOTE 1:
Area code may be not needed in some countries for local number translation.

The country code can be derived from PLMN ID of the visited network, while geographical area code needs to be mapped from the access location information of the initiating UE, i.e. ECGI or TAI.
The HPLMN, i.e. P-CSCF, obtains PLMN ID and access location information from the visited network via Netloc procedure.
NOTE 2: 
Refer to § 6.X.2 for an analysis of the information that the P-CSCF may get from PCC depending on the access type for the UE

The AS follows the existing translation and session routing procedures as specified in current TS 23.228 [8] and TS 24.229 [10] with the following enhancement:

-
The AS derives country code from PLMN ID of visited network;

-
The AS maps the access location information to area code by local configuration.

NOTE 2:
Access location information retrieval and the mapping information configured in AS depends on the roaming agreement between HPLMN and VPLMN. If it is not allowed, the HPLMN may translate the geo-local number as a home local number.
NOTE 3:
It seems questionable that an AS in a HPLMN (Uruguay) would have to know how to translate local numbers in another country (e.g. China). Thus It should be possible that based on IMS routing agreements, AS can have the INVITE forwarded back to the local country without translation needed in HPLMN. This may need to add some UE location information in the signalling sent by the HPLMN towards the destination. This feature would apply in both LBO and HR deployments.
If the local number is a home local number, there is no information from visited network needed for the translation. The AS should do the translation based on local configurations of HPLMN.
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Figure 6.8.1-1: flow of local number translation on AS
6.8.2
Impacts on existing nodes and functionality
This solution has the following impact on the AS functionality:

-
The AS is configured to map access location information into geographical area code of the VPLMN; the configuration is per PLMN;

-
The AS is able to derive the country code from PLMN ID of visited network.
The visited network needs to send access location information more than PLMN ID to the home network.
6.8.3
Solution Evaluation

This solution fulfils the translation requirements described in clause 5.4 with minimal impacts only on AS implementations. No extension on message flow or SIP signalling is required.
NOTE 1:
It seems questionable that an AS in a HPLMN (Uruguay) would have to know how to translate local numbers in another country (e.g. China). Thus It should be possible that based on IMS routing agreements, AS can have the INVITE forwarded back to the local country without translation needed in HPLMN. This may need to add some UE location information in the signalling sent by the HPLMN towards the destination. This feature would apply in both LBO and HR deployments.

The roaming agreement between HPLMN and VPLMN may have the impact on the result of translation. It may not be able to keep the same user experience when roaming to different operators. 
NOTE 2:
How this solution works in case of non 3GPP access access is FFS and discussed in § 6.X.2: it is FFS how the TAS can determine a geographical area code from the location information (IP address of the UE, BSSID,…) that it receives in case the UE  is served by an ePDG / a TWAG.
* * * * Next Change * * * *
6.9
Solution #9: AS retrieving user's Geographical Identifier from HSS in S8HR roaming architecture
6.9.1
Description

6.9.1.1
General description of the solution
This solution addresses key issue 4 ("Local Number Translation and Routing").
Geographical Identifier is defined in clause E.8 in TS 23.228 [8].

MME needs to be configured with Geographical Identifier.

NOTE1: 
In deployment, if one MME serves more than one Geographical Identifier, MME needs to maintain a mapping table between ECGI list and Geographical Identifier. When receiving the ECGI, MME finds out the Geographical Identifier by looking up the ECGI in the mapping table.
When AS receives SIP Invite, it will send a request message to HSS indicating the need for user's Geographical Identifier information. Then HSS needs to further request such information from MME. Then MME will answer to the HSS request by including the user's Geographical Identifier.
NOTE 2:
It seems questionable that an AS in a HPLMN (Uruguay) would have to know how to translate local numbers in another country (e.g. China). Thus It should be possible that based on IMS routing agreements, AS can have the INVITE forwarded back to the local country without translation needed in HPLMN. This may need to add some UE location information in the signalling sent by the HPLMN towards the destination. This feature would apply in both LBO and HR deployments.

6.9.1.2
Procedures to enable the solution
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Figure 6.9.1.2-1: AS retrieving Geographical Identifier from HSS

1.
AS in HPLMN receives a SIP Invite message with including the callee's local number.

2.
AS sends a User Data Request message to HSS in the HPLMN including an indication of Geographical Identifier required.

3.
As HSS has no such information, it will further send a request message to MME including an indication of Geographical Identifier required.
Editor’s Note: How the solution works in case of a non 3GPP access is FFS.
4.
MME finds out the user's Geographical Identifier and answers to HSS by including it.

5.
HSS further answers to AS by including the user's Geographical Identifier, then AS uses such information to do local number translation and routing and further sends SIP Invite message to the downstream IMS entities or interconnected network.

6.9.2
Impacts on existing nodes and functionality
MME:

-
It needs to answer to HSS with the user's Geographical Identifier information when requested.

-
MME needs to maintain a mapping table between ECGI list and Geographical Identifier unless it only serves one Geographical Identifier.

NOTE: 
The mapping functionality is moved from IMS domain to EPS domain.

HSS:

-
It needs to request the user's Geographical Identifier from MME and answers to AS by including it.

AS:

-
It needs to request the user's Geographical Identifier from HSS.

6.9.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
How this solution works in case of ePDG/TWAG access is FFS
* * * * Next Change * * * *
6.10
Solution #10: P-CSCF retrieving user's Geographical Identifier from EPC in S8HR roaming architecture
6.10.1
Description

6.10.1.1
General description of the solution
This solution addresses key issue 4 ("Local Number Translation and Routing").

Geographical Identifier is defined in annex E.8 in TS 23.228 [8].

MME needs to be configured with the Geographical Identifier.

NOTE: 
In deployment, if one MME serves more than one Geographical Identifier, MME needs to maintain a mapping table between ECGI list and Geographical Identifier. When receiving the updated ECGI, MME finds out the updated Geographical Identifier by looking up the updated ECGI in the mapping table.
MME needs to maintain a mapping table between ECGI list and Geographical Identifier.

In attach (clause 5.3.2 of TS 23.401 [7]) or UE requested PDN connectivity (clause 5.10.2 of TS 23.401 [7]) procedure, based on the information of the ECGI, MME knows the according Geographical Identifier by looking up the mapping table and sends the Geographical Identifier to SGW in Create Session Request message, then SGW forwards such information to PGW, and then PGW sends to PCRF in the IP-CAN session establishment procedure.

In order to enable the location change reporting for the Geographical Identifier, a new event trigger for reporting the change of Geographical Identifier needs to be provisioned from PCRF to MME during IP-CAN Session Establishment or Modification procedure (e.g., Attach, UE requested PDN connectivity, S1-based handover, UE triggered Service Request procedure, EPS bearer modification, etc.).

 User's Geographical Identifier will be part of UE's MM Context, once MME realizes the Geographical Identifier is changed for this UE, it will report the updated Geographical Identifier by using the existing location change reporting procedure (clause 5.9.2 of TS 23.401 [7]).

When P-CSCF in the HPLMN receives the SIP Invite message during IMS session setup procedure, it will send a request message to PCRF in the HPLMN to retrieve the Geographical Identifier. Then the P-CSCF will insert the Geographical Identifier in the SIP signalling, thus enabling routing decision in downstream IMS entities or interconnected network.
NOTE 1:
It seems questionable that an AS in a HPLMN (Uruguay) would have to know how to translate local numbers in another country (e.g. China). Thus It should be possible that based on IMS routing agreements, AS can have the INVITE forwarded back to the local country without translation needed in HPLMN. This may need to add some UE location information in the signalling sent by the HPLMN towards the destination. This feature would apply in both LBO and HR deployments.

The procedures used to enable this solutions are illustrated in following clauses.

6.10.1.2
Procedures to enable the solution

6.10.1.2.1
Reporting Geographical Identifier in the attach procedure
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Figure 6.10.1.2.1-1: Reporting Geographical Identifier in the attach procedure

1.
Same with step1 to 11 in clause 5.3.2.1 of TS 23.401 [7].

2.
According to the UE's serving ECGI information known from eNB in step 1, MME finds out the Geographical Identifier from its mapping table. In the Create Session Request message, MME sends the Geographical Identifier to SGW.

3.
SGW forwards the Geographical Identifier to PGW in the Create Session Request message.

4.
PGW sends the Geographical Identifier to PCRF in the Indication of IP-CAN Session Establishment message.

5.
PCRF acknowledges with an Acknowledge of IP-CAN Session Establishment message including a new event trigger (Location change (Geographical Identifier)).

6.
PGW responds to SGW with a Create Session Response message including a new event trigger (Location change (Geographical Identifier)).

7.
SGW responds to MME with a Create Session Response message including a new event trigger (Location change (Geographical Identifier)).

8.
Same with step 17 to 26 in clause 5.3.2.1 of TS 23.401 [7].

6.10.1.2.2
Reporting Geographical Identifier in the UE requested PDN connectivity procedure
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Figure 6.10.1.2.2-1: Reporting Geographical Identifier in the UE requested PDN connectivity procedure

1.
UE sends a PDN Connectivity Request message to MME in order to establish a secondary PDN connection.

2.
According to the UE's serving ECGI information, MME finds out the Geographical Identifier from its mapping table. In the Create Session Request message, MME sends the Geographical Identifier to SGW.

3.
SGW further sends the Geographical Identifier to PGW in the Create Session Request message.

4.
PGW further sends the Geographical Identifier to PCRF in the Indication of IP-CAN Session Establishment message.

5.
PCRF acknowledges with an Acknowledge of IP-CAN Session Establishment message including a new event trigger (Location change (Geographical Identifier)).

6.
PGW responds to SGW with a Create Session Response message including a new event trigger (Location change (Geographical Identifier)).

7.
SGW responds to MME with a Create Session Response message including a new event trigger (Location change (Geographical Identifier)).

8.
Same with step 7 to 16 in clause 5.10.2 of TS 23.401 [7].

6.10.1.2.3
Reporting Geographical Identifier in the Location Change Reporting procedure
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Figure 6.10.1.2.3-1: Reporting Geographical Identifier in the Location Change Reporting procedure

1a.
MME has received an ECGI information Update from eNB.

1b.
MME finds out the updated Geographical Identifier by looking up the updated ECGI in the mapping table, detects the user's Geographical Identifier is changed by comparing with the MME stored user's old Geographical Identifier.

2.
If the MME has been requested to report location changes to the PGW for the UE (under the conditions specified in clause 5.9.2 in 23.401), the MME shall send the Change Notification message to the SGW indicating the new Geographical Identifier. The MME stores the notified user Geographical Identifier.

3.
The SGW forwards the Change Notification message to the PGW with including the user's Geographical Identifier.

4.
The PGW sends the Geographical Identifier to PCRF in the Indication of IP-CAN Session Modification message.

5.
PCRF stores the Geographical Identifier and responds with an Acknowledge of IP-Can Session Modification message.

6.
PGW responds to SGW with a Change Notification Ack message.

7.
SGW responds to MME with a Change Notification Ack message.

6.10.1.2.2
P-CSCF retrieving Geo Identifier from PCRF during MO session setup
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Figure 6.10.1.2.2-1: P-CSCF retrieving Geo Identifier from PCRF during MO session setup
1.
UE sends SIP Invite to P-CSCF in HPLMN with including the callee's local number.

2.
P-CSCF sends AA-Request message to PCRF in the HPLMN including an indication of Geographical Identifier required.

3.
PCRF answers P-CSCF with AA-Answer with including the Geographical Identifier.

4.
P-CSCF inserts the received Geographical Identifier in the SIP signalling, thus enabling routing decision in downstream IMS entities (i.e. AS) or interconnected network.

6.10.2
Impacts on existing nodes and functionality
MME:

-
It needs to be configured with Geographical Identifier. 

-
MME needs to maintain a mapping table between ECGI list and Geographical Identifier unless it only serves one Geographical Identifier.

NOTE:
The mapping functionality is moved from IMS domain to EPS domain.
-
In attach or UE requested PDN connectivity procedure, MME sends the Geographical Identifier to SGW in the Create Session Request message.

-
It needs to store and enforce a new event trigger (Location Change (Geographical Identifier)), detect the Geographical Identifier change and report the change of Geographical Identifier by using the existing location change reporting procedure defined in clause 5.9.2 of TS 23.401 [7].

SGW:

-
It needs to receive the Geographical Identifier information from MME and forward to PGW.

PGW:

-
It needs to receive the Geographical Identifier information from SGW and send to PCRF.

-
It needs to receive the new event trigger (Location Change (Geographical Identifier)) subscription from the PCRF.

PCRF:

-
It needs to receive the Geographical Identifier information from PGW and send to P-CSCF when P-CSCF requests during IMS session setup procedure,
-
It needs to  subscribe to the new event trigger (Location Change (Geographical Identifier)) by provisioning it to MME via the PGW.

P-CSCF:

-
It needs to request the Geographical Identifier information from PCRF.

6.10.3
Solution Evaluation

Editor's note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
If the granularity of the GI is small this solution requires a lot of Location report signalling from MME to PCRF.
How this solution works in case of ePDG/TWAG access is FFS
* * * * end of Change * * * *
3GPP
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